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1.0

11

2.0

2.1

2.2

2.3

2.4

Aims
The aims of this policy are:

1 To enable governors to accept responsibility in ensuring that computer
systems and the Internet within school are used in a respectful manner by
all staff and that any occasion where there is cause for concern allow this
to be treated seriously and investigated in a fair manner.

1 To allow staff to access and the use ICT facilities including the Internet for
educational purposes and limited personal use (see above statement).

1 To clarify to staff expectations when using the school computer systems
and the Internet.

1 To encourage an environment that recognises the advantages of using
computers and the Internet.

1 To give staff and students the right to be safe and happy in school using
the computer system, and to be protected.

School acceptable user policy:

Staff will be asked to view this policy through the school VLE, upon reading the
document staff will be asked to click a box indicating that they have read and
accept the policy. A log of staff will be kept by the School Business Manager.
All new staff both teaching and non-teaching as well as student teachers will be
asked to read and accept the policy upon starting.

When accessing computers within school we expect:

1 The individual user to act responsibly. This includes ensuring your
password remains secret and not allowing any other person access to your
user area. If you suspect your password has been compromised it should
be changed immediately.

1 The individual user to respect the property - this includes both hardware and
software.

1 The school at any time can examine any files held on its system. Senior
Leadership Team (SLT) and senior ICT Technicians can monitor staff areas
if necessary and delete/restrict access where it feels appropriate.

The governing body recognises the use of its ICT and communications facilities
as an important resource for teaching, learning and personal development and
as an essential aid to business efficiency. It actively encourages staff to take
full advantage of the potential for ICT and communications systems to enhance
development in all areas of the curriculum and school administration. It is also
recognised by the governing body that along with these benefits there are also
responsibilities, especially for ensuring that students are protected from contact
with inappropriate material.

In addition to their normal access to the school's ICT and communication
systems for work-related purposes, the governing body permits staff limited
reasonable personal use of ICT equipment and e-mail and Internet facilities
during their own time subject to such use:
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2.5

2.6

2.7

1 not depriving students of the use of equipment and/or
1 not interfering with the proper performance of the staff member's duties in
or outside of the classroom.

Whilst the school's ICT systems may be used for both work-related and for
personal use, the governing body expects use of this equipment for any
purpose to be appropriate, courteous and consistent with the expectations of
the governing body at all times.

The school operates a O6Policy Centr
and wording used by both students and staff. Policy Central is continuously
monitored by County staff. Any inappropriate activity / usage of IT systems is
logged and members of the safeguarding team are notified by email.
Appropriate action will be taken by SLT. Policy Central is also monitored by the
IT Technicians.

The following are NOT permitted when using the school computer system (or
using devices provided by the schoo
out of school).

1 Sending/displaying offensive messages, images or sounds.
1 Using obscene language in any form of communication.

1 Using harassing or threatening language in any form of communication e.g.
The sending of emails.

1 Deleting files or folders that were not created by themselves without
permission of the originator.

1 Sending confidential or sensitive information to those who are not
authorised to receive it.

1 Damaging computer hardware.

1 Damaging computer software (e.g. knowingly bringing in a virus on a device
and introducing it onto the school system).

1 Violating copyright law.

9 Sharing passwords to allow access on to the school system.

1 Allowing others to use your computer under your own log on.

1 Knowingly accessing material considered unsuitable.

1 Bringing into school material considered unsuitable and /or introducing it on
the school system.

1 Theft of equipment.

1 Downloading unsuitable files onto the school system.

1 Use proxy's within school to access other Internet sites that are blocked by
the network manager.

1 Publish images of students from school without the permission of a
parent/career first.

1 Use personal equipment such as cameras, phones etc. to take

images/video of students.

1 Communicate with students through means outside of the school facilities
such as personal email accounts, social networking sites, personal mobile
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2.8

2.9

3.0

3.1

3.2

3.3

3.4

4.1

4.2

phones etc.

Staff should be aware that the computer network is monitored by systems within
school (Policy Central). School devices such as netbooks and laptops etc. that are
able to access the Internet at home will log web pages that individuals have visited
whilst at home - these logs cannot be deleted by the user. Policy Central will
analyse these logs when connected back onto the school network.

Remote Access T The school provides a system for staff to access the
school network and associated software whilst off the school site. Where staff
access material through the remote access system it should only be done
through encrypted Wi-Fi access (password protected) and not through open
and public Wi Fi access points.

Social Network sites

Staff should ensure that their personal social network pages are sufficiently
protected so as not to allow any parents or students to access personal
information, comments or photographs. It is recommended that Facebook pages
aresetto6 Fri endsd thus preventing them being

Staff must not accept current students on r
Whatsapp, Twitter or any other form of social media as this can leave staff open to
false claims and put them in a vulnerable position. Relationships between staff and
students are excellent and we want to maintain this, and ensure that an appropriate

distance between staff and students is adhered to. Staff should also not
signpost students to .their 6You Tubed acc

Equally, staff should not use social networks sites or the internet or personal
blogs etc. in such a manner that the content is derogatory towards colleagues
or brings the school into disrepute.

School respects a staff memberds or st ude
also

ensure that confidentiality and its reputation are protected. It therefore
requires staff and students using social networking websites to:

1 refrain from identifying themselves as working for the School;

1 Refrain from placing any work related issue or material that could identify
an individual who is a student or colleague, which could adversely affect the
school;

1 ensure that they do not conduct themselves in a way that is detrimental to
the School; and

9 take care not to allow their interaction on these websites to damage working
relationships between colleagues and students.

Student / Parent Data / information

Student / parent data / information should not be stored separately or taken offsite
unless absolutely necessary for you to carry out your role.
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4.3

4.4

4.5

4.6

4.7

4.8

4.9

4.10

411

5.0

5.1

5.2

If necessary student / parent data / information should only be stored on school
supplied encrypted laptops. If your laptop is lost or stolen it should be reported to
the school Data Protection Officer.

Staff can also access student / parent data / information remotely without having
to store data locallyi please see section 2.9 on Remote Access use.

USB devices i student/ parent data / information should not be stored on personal
unencrypted devices. It is the responsibility of staff to ensure that all student data
/ information has been removed from all personal unencrypted USB devices.

Staff must not publish student data regarding the progress of students outside
of the school systems in the interest of data protection and GDPR. Staff should
ensure that any marking of student
manner and marks or feedback for an individual student must not be accessible
to other students or users on the system.

Any assessment or personal data relating to individual students will only be
made available to their own families.

Parent personal information must not be shared with 3" parties unless specific
consent has been sought and agreed.

Staff should refer to the GDPR Good Practice document for further guidance
on GDPR compliance of student / parent information. (See Appendix 2).

Student and parent data / information should only be retained for the duration
it is needed, in some circumstances data / information must be kept for a
specified length of time i staff should refer to the Kenilworth School Data
Retention Policy (See Appendix 3).

Student and parent data / information should be treated as being confidential
and therefore needs to be disposed of appropriately - staff should refer to the
Kenilworth School Retention Policy (See Appendix 3). The final column in Table
1 explains what action needs to take place in order to dispose of the data /
information appropriately.

Student Email

All students will be provided with a school email account. Staff should only
communicate with students through their school issued email system.

Access to the school network is provided for students to carry out recognised
schoolwork and extra-curricular activities, but only on the condition that they
agree to follow the schools E-Safety policy. A separate document for students
entitled ICT Student Code of Conduct provides full details.
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6.0

6.1

6.2

6.3

6.4

7.0

7.1

7.2

8.0

8.1

8.2

Staff Email

All staff will be provided with a school email account. Personal usage for this
email account is permitted by the school. The email system is not to be used
for the creation or distribution of any type of offensive or disruptive content. If
you receive any messages with this type of content then you should report the
matter immediately to SLT.

All staff should use their school email account only when communicating to
parents or to other 3" parties regarding school matters.

Staff should have no expectation of privacy in anything they create, store, send
or receive on the school email system and the school may monitor email
messages without any prior notice. Staff should also not forward any
confidential messages or attachments to other establishments without
permission.

If a member of staff is found to be in breach of the email policy rules, this could
result in disciplinary action.

E-Safety for students

All students and their parent/carer must sign an acceptable ICT User
agreement (copy contained in Student School E-Safety Policy/ICT Code of
Conduct document). (See Appendix 1).

There is an underlying assumption that students have both understanding and

application of Asafetyo. Students need

must be followed. Students need to learn safety rules in a way that does not
frighten them and which gives them confidence to know what to do in certain
situations. Students need to understand that certain rules will change and
develop as they get older.

E-Safety for students with additional needs

There are certain aspects of the above that are particularly challenging for students

with additional needs and students who we may consider to be vulnerable in this

learning context. Students will clearly have individual needs that will present

different issues when teaching E-Safety but some common difficulties may be:

1 They may be still developing their social understanding of safety and so may
relate better to strategies used with younger students.

1 They are likely to find it hard to apply the same rules in different situations.
Most safety principles rely on students being able to explain what happened
or to ask for help.

1 Some students may have poor recall and difficulties with learning through
experience.

The SENCO should coordinate advice between ICT specialist and support staff.
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This should take the form of very student focused strategies that would apply
to a student with specific needs that would need to be available to all staff
implicated in Internet use with that student. Alternatively, whole school
approaches could take into consideration strategies that would support the
needs i.e. specific choices of visual support to remind students of the rules.

9.0 Appropriate strategies

9.1  We will ensure that the use of Internet derived materials by staff and by students
complies with copyright law, students will be made aware of plagiarism and
issues relating to work research being undertaken for coursework. Staff and
students will be trained to become critically aware of the materials they read
and shown how to validate information before accepting its accuracy. Students
will be taught to acknowledge the source of information used and to respect
copyright when using Internet material in their own work.

9.2  Staff must not publish data regarding their progress in the interest of data
protection. Staff should ensure that any
in a confidential manner and marks or feedback for an individual student must
not be accessible to other students or users on the system.

10.0 Digital Images

10.1 The school record of parental permissions granted/not granted must be
adhered to when taking images of our students. Parent Consent can be found
through SIMS withint he 6 parent consenté section. |f
a tick wildl be pr es e nltatick s nat presentdthidintay o gr ap h
mean that the parent has not returned the consent document or the parent does
not want the chil dods as$pecifiopygrposep To cheok be us
this staff should click on the linked documents (top right hand side of
SIMs screen) i click on School photograph consent and then view. The
whole parental consent document can then be viewed and any none
consent areas can be identified.

10.2 Under no circumstances should student images be taken using privately owned
equipment without the express permission of the Headteacher.

10.3 Where permission is granted the images should be transferred to the school
network and deleted from privately owned equipment at the earliest opportunity.

10.4 Permission to use images of all staff who work at the school is sought on
induction and a copy is located in the personnel file.
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11.0

111

12.0

12.1

Sanctions

The misuse of school's computer systems by a member of staff will be reported
to the Headteacher. By failing to follow the acceptable user policy you could be
subject to disciplinary action. This could include a warning, suspension,
dismissal, referral to governors and in the event of illegal activities the
involvement of the police.

Other Related Policies

The E-Safety Policy works in conjunction with other policies including:

Behaviour

Child Protection

Curriculum policies

Data Protection Policy

Student ICT Code of Conduct
Kenilworth School Data Retention Policy

I T > > > D
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APPENDIX 1

KENILWORTH SCHOOL i STUDENT ICT ACCEPTABLE USER POLICY

Access to the school network is provided for you to carry out recognised schoolwork and extra-
curricular activities, but only on the condition that you agree to follow the schools e-safety policy.

E R

E E I E]

General

Never have drinks or food near the computers

Never tell your password to anyone else or let them use your account.

Never use another person's account.

Use strong and sensible passwords i at least 8 letters and a mixture of numbers and lower and
upper case numbers

Never install or run any programs on a school computer except official school software

Always log off the computer when you have finished.

Only use a printer for school-related work and activities and do not waste paper

Never try to adjust or move computer equipment

Remember - the school staff can automatically look at your work and check what you are doing at
any time

The Internet and E-mail

= —a —a 2

= = = -4 —a 2

E R

The school monitors all the websites you go on and all the emails you send

Remember that, if you use a banned word, this will be detected and recorded.

Never send, display, access or try to access any obscene or offensive material.

Never send, display, access or try to access any materials relating to extremism, terrorism or
violence (unless for a legitimate reason connected to learning)

Never swear, use vulgarities, or any other inappropriate or offensive language.

Never harass, insult or attack others through electronic media.

If you receive an offensive email tell a member of staff straight away.

Never copy and make use of any material without giving credit to the author. This would be
plagiarism and breaking copyright rules.

Never give out any personal information, such as you home address or personal phone numbers
Check with a member of staff before opening unidentified e-mail attachments or completing
guestionnaires or subscription forms.

Social networking sites and newsgroups are normally blocked.

Only use schools email accounts on the school system especially when emailing your teacher.
Never arrange to meet anyone you have met online without specific permission.

Never publish anything (in or out of school) on the internet (Facebook, Youtube, etc) that
is rude or disrespectful to the school.

Some behaviour is also against the law T this includes:
Never attempt to by-pass any security systems either systems in school or outside school
(Computer Misuse Act)

1

E R

Never | ook at files which are nothing to di
Misuse Act) and data (Data Protection Act)

Never copy or install software without permission (Copyrights Designs and Patents Act)
Never copy ot hkevithoupgiviogihHem éreglit (@opyrights Designs and Patents Act)
Never use any personal photos without permission and consent (Data Protection Act)

Never send obscene pictures (Child Protection Act, Obscene Publications Act)
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Kenilworth Sports College

Student School E-Safety Policy

Please return this sheet to your form tutor.

| have read the student E-Safety policy and agree to abide by its rules.

Form group:

Student Name: Signature:
Parent / Guardian Name: Signature:
Date:

CONSENT FOR CHILDREN TO APPEAR IN PHOTOGRAPHS OR IN VIDEO AND HOW
USED

LG A& AYLRNIFYyGd 6S LINRPGSOG @& 2 dzhhp WithD&RaQa A
Protection law. Please read the Conditions of Use before answering the questions below an:
signing and dating this form. Please return this completed form (one for each child) as soon
possible; we will not use a photograph or videg/ofir child without consent.

Conditions of Use

f ¢KA& FT2N¥ Ada GOFftAR F2NJ 0KS Rdz2NI GAz2zy 27
Form. Your consent will automatically expire after this time.

1 The School will not rase any photographs or recordis@f your child that are incompatik
with the original purposes explained to you.

91 If we use photographs of individual pupils, we will not use the full name of that child ir
accompanying text or caption, nor will we include any other personal infoamati

T 2SS YI& dza$S 3ANRdzZL) 2NJ Of aa LIK2G23INI LKA
A0ASyO0S fSaazyqQo

1  We will only use photographs or videos of pupils who are suitably dressed.

9 Parents should note that websites can be viewed throughout the world abg¢ust in the
United Kingdom, where UK law applies.
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DESCRIPTIONS OF PHOTOGRAPHS OR IMAGES

YES

NO

ale® ¢S dzaS @2 dzNJ OKA f Riglay hokrasiithid
the school building?

Please note: Displays are generally viewed by staff, pupils, parents,
guardians and other visitors to the school.

al @ ¢S dzaS @& 2 dzNJ O KskhbdRaspedis, 2 ( 2 3
newsletter and other printed publicationghat we produce for
promotionalpurposes?

Please note: Printed publications are available to anyone.

al@& ¢S Llzi e2dzNJ OKAf RQa LIK2G213
website?

Please note: Websites can be viewed throughout the world, not just
United Kingdom where UK law applies.

al @& ¢S Llzi e 2dzNJ OKAORDAf OXK 26 & M|
Facebook feed

Please note: The Twitter feed and Facebook can be viewed through
the world, not just in the United Kingdom where UK law applies.

May we record your child onideo for sclool-to-school conferences,
examinations and coursework.

tfSIFaS y20SY ¢KAa YlF& AyOfdzRS

Videos will be made available to parents/guardians upon request.

Student Name:

Parent/Guardian Name (Please print):

Signed:

Relationship to Child:

Date:
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Appendix 2
GDPR Good Practice

GDPR has many aspects, storing data safely, sharing data with consenitnéndsing any
associated risks of using, storing and sharing data in our day to day responsibilities.

If any member of staff feels there is a potential risk regarding the use of student, parent or st
data they should inform the designated Data ProtetOfficer (DPO) as soon as possible with
RSGFAta 2F GKS RFEGF NR&a| ® Y Soakatt@k@riddimia.kdn.Orél ik

In order to be GDPR compliant we have a duty to kegpeafional data student and parent privat
and for it only to be shared withBparties that we have identified as being compliant and we h.
parental consent for.

If you are unsure whether we have consent to share parent or student data wittpar8y for any
reason you should contact the DPO for clarification. If we do not have consent specific conse
need to be completed by parents before any information is shared.

If any personal information is shared improperly or is lost, we haveeaponsibility to log these
WoNBI OKSaQd LT &2dz adza SO0 2N 1y2¢ 2F | ye
report this to the DPO as soon as possibieach member of staff will also be able to log breacht
themselves through the GDPRIS syst¢ the DPO will automatically be notified of this.

The DPO in consultation with the headteacher will take appropriate action in relation to the Ic
breach. The form of action may include informal advice or further training. In certain circumst
taking into account the severity of the data breach a more formal form of disciplinary action n
need to be taken.

Minimising Risk

1) Staff Plannerg; you may note down student names, marks, email addresses etc. in yo
staff planner. Whilst in school this@hld be kept out of view of students or individuals w
do not have the right to view this information. If the planner is taken offsite e.g. taken
it must be kept safe and secure to keep the personal data out of the public dolhaistafi
planner & lost with any student / parent names or associated personal information it
Ydzad 6S f233ISR 2y (KS D5twA{ aeaidsSy I a

2) Memory Sticks / External Hard drivesstudent/parent personal data must not be saved
on unencrypted USBlevicesL ¥ Rl GF ySSRa (G2 0SS WY20Af
G2 GKS a0kKz22ft ySig2N] 6KAOK OFy oS I 0OC
are easily lost and the information held on them is not usually backed up. By storing
information on the school network it is automatically backed up. USB devices will be
allowed to be used by staff however as explained above no student or parent informa
should be stored on them. If student or parent personal information is found on an
unencryptedUSB device the member of staff will be faced with disciplinary acstaff will
not be issued with encrypted USB devices as information can be accessed from hom
the remote access and safely stored on the soon to be issued encrypted laptops.
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3)

4)

5)

6)

In themean time staff should check all USB devices they possess for any student or |
personal information and delete it from the devices to prevent any possible data brea

A small number of encrypted USB devices will be held within school in casedranality
that requires data to be transferred via a USB device. Please contact the DPO to loar
these devices.

Staff issued laptopg The current laptops do not have encrypted hard drives and there
would not be GDPR compliant in storing stutdparent data or information. Staff should

check their Documents folder on the C drive and remove any personal data. As ment
inpoint2ca Gk FF OlFy | 00Saa R20dzySyida GKNERdJA
on are saved directly back to therger and not your laptop).

You will be issued with a new laptop which will have an encrypted hard drive and ther
will be GDPR compliant. If one of these laptops is lost or stolen it must be reported to
DPO as soon as possible.

If laptops are tdoe connected to WFi networks outside of school for work use such as
connecting to the remote access or accessing your school emails; they should be cor
to private encrypted WFI networks (password protected) and not open and public
networks.

Student / parent information in work areas / officesMany of our work areas are in easy
access to students and other invited visitors. Documents containing personal informa
students or parents should not be in clear sight.

Check documents that arermed to wall areas and remove or cover if they contain
personal information. Staff should also check their desks for information that should n
AaKI NBR® DSG Ayid2 GKS LINFYOGAOS 27F I wOf
any potentialdata breaches.

Staff computers and laptopdlt is very easy to leave computers and laptops logged in v
we walk away from them. Many of us use Google Chrome which automatically remen
login details for email accounts and ClassCharts. SIMs contasmpéinformation on

both our students and parents as well as staff. In order to prevent this information frot
being accessed either lock the computer when moving away from it (click on Window
in the bottom left hand corner of the screen then cligkthe person icon and select logk
your computer will need you to input your normal password for it to be accessed agai
When using your laptop in class simply close the lid, this will automatically lock the la|

Usernames and Passwordd/e have tause usernames and passwords for a variety of
systems. Due to this many staff may use the same or very similar passwords. Staff ai
encouraged to use different passwords for each system. Passwords must not be shal
any other member of staff or studenlf you suspect that your password has been
compromised change it immediately: press ctrl alt and delete at the same time and se
change password.
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8)

9)

7) Photocopying and PrintingStaff should ensure that if any copying of personal informat
needs to takeplace the printing job should not be left unattended. Staff should also en
that originals should be removed from the photocopiers. If emails containing personal
information need to be printed out, staff should be mindful of the security of the printe
document.

Personal Mobile PhonedMany daff may access their school emails and ClassCtradagh
their mobile phones. As well as keeping your own personal information safe it is encoura
that staff have passcodes to be able to access their mpbitme. A decision about whether v
want staff to use ClassCharts on their personal mobile devices will be made once we hav
received further clarification on this matter.

Confidential wasteg Through the year we will need to dispose of printed materiadg tontain
personal information. In the past we have asked this to be bagged up, labelled as confide
waste and removed by site staff from the various areas around the school.

From September locked wheelie bins with a letterbox style opening witidaged in staff
rooms on all sites as well as within large admin office areas. All confidential waste shoulc
into the bins as and when needed. The bins will be emptied into our secure confidential v
bins on site each week. This material wikkh be shredded by a contractor.

In the meantime, all confidential waste should be removed from work areas and office
spaces. Please ask for the material to be removed by site staff as soon as possible.

All medical and contact information forms used $@hool trips should be collected back in fr
the various members of staff attending the trip and disposed of as soon as possible.

10) Emailing Parents or groups of individuaidUsing Office 365 Mai If you email a group of
individuals who are not  knowtn one another such as a group of parents, all email
addresses should be put into the Bcc address section to avoid sharing email address
within the group.

There are many circumstances that could result in information being breached that have not

mentioned above. The key point to keeping data / personal information secure is being mindi

the potential risks and minimising if not eradicating them fully.

GDPR is obviously very important and therefore we have to be seen to be complying with the
regulations and training staff in ways that will ensure the security of the data / information tha
hold. This is a journey that we are all part of and as time progresses we will be given further

guidance by the government, training providers and GB#tRices that we buy into that will help

advise on the best course of action.

If you have any queries or concerns about any aspect of GDPR and the sharing of informatic

contact the DPO for guidance.
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Appendix 3

Retention Guidelines

Thefollowing retention guidelines have been issued by the Management Society of Great
NAGIEAY WwSiSydA2y DIAdZARStAySa FT2N { OK22f aQod

statute. Others are guidelines following best practice. Every effort has been toatesure

that these retention periods are compliant with the requirements of the Data Protection Act

1998 and the Freedom of Information Act 2000. Managing record series using these

NBGSYyuAzy 3IdzARStAYySa oAt 0S RSSkgshtoni2z 0685

mentioned above. If record series are to be kept for longer or shorter periods than laid out in

this document the reasons for this need to be documented.

In retaining personal information, the school complies with the Retention Schedules@dovi
by the Information Record Management Society. The schedules set out the Statutory
Provisions under which the school are required to retain the information.

A copy of those schedules can be located using the following link:

http://irms.org.uk/page/schoolstoolkit

or in the tables provided in appendix 1

The General Data Protection Regulation (GDPR) is due to be implemented on 25 May 2018 and
retention periods have been reviewed to ensure compliance with the GDPR.
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Management of the School

Appendix 17 Retention Tables

This section contains retention periods connected to the general management of the school. This covers the work of the Governing Body,
the Headteacher and the senior management team, the admissions process and operational administration.

1.1 Governing Body

Basic file description

Data Prot Issues

on Period [Operational]

Statutory Provisions

the
administrative life of the record

1.1.1 Agendas for Governing Body

meetings

One copy should be retained with
the master set of minutes. All other
copies can be disposed of

There may be data
protection issues if
the meeting is dealing
with confidential
issues relating to staff

SECURE DISPOSAL'

1.1.2  Minutes of Governing Body meetings ~ There may be data
protection issues if
the meeting is dealing
with confidential
issues relating to staff
Principal Set (signed) PERMANENT If the school is unable to store these
then they should be offered to the
County Archives Service
Inspection Copies? Date of meeting + 3 years If these minutes contain any
sensitive, personal information they
must be shredded.
1.1.3  Reports presented to the Governing There may be data Reports should be kept for a SECURE DISPOSAL or
Body protection issues if minimum of 6 years. However, if the  retain with the signed set of the
the report deals with minutes refer directly to individual minutes
confidential issues reports then the reports should be
relating to staff kept permanently
1.14  Meeting papers relating to the annual ~ No Education Act 2002, Date of the meeting + a minimum SECURE DISPOSAL
parents' meeting held under section Section 33 of 6 years

33 of the Education Act 2002

2 These are the copies which the clerk to the Governor may wish to retain so that requestors can view all the appropriate
information without the clerk needing to print off and collate redacted copies of the minutes each time a request is made.

1 In this context SECURE DISPOSAL should be taken to mean disposal using confidential waste bins, or if the school has the
facility, shredding using a cross cut shredder.
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